Trump welcomes Obamacare jibe

WASHINGTON (AP) — Special Agent Jack Bennett was at the FBI computer investigation lab in Quantico, Virginia, on Jan. 6 when he read that a judge had ordered the government to turn over an encrypted iPhone to authorities. Bennett, 28, had come to the lab a few weeks earlier to deal with the Phoenix system. Bennett, a former Facebook engineer who worked on projects such as Facebook Graph Search, now runs the FBI’s work on technology cases.

The Phoenix system was at the center of a national scandal in 2014 when FBI investigators had successfully hacked into an iPhone that belonged to a suspect in a deadly mass shooting in San Bernardino. The hacking led to a significant increase in the number of potential safeguards against government surveillance. Bennett, 28, has been working on technology cases for more than five years, and he is part of a growing team of FBI agents and legal officials who are trying to protect the civil liberties of ordinary citizens.

The Phoenix system, which is used by the FBI, Defense Department and other government agencies, is designed to give law enforcement agencies a faster and more efficient way to access data stored on mobile devices. Bennett himself has a background in computer science and was involved in developing the Phoenix system while he was at Facebook. He said he was “surprised that this turned in such a way that it became the national debate.”

Bennett said the Phoenix system could have been improved by using a stronger encryption technique. He also said the system could have been better designed to protect the privacy of individual citizens.

Bennett is the subject of his 1998 impeachment. The former president was the subject of his 1998 investigation. The White House confirmed that the former president was the subject of his 1998 investigation.

Washington Post reporter Dan Balz, who covered the Phoenix system, said the FBI had been “very careful” in its handling of the case. Balz said the FBI had been careful to protect the privacy of individual citizens.
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